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There are two types of “CBS Online” users: Primary User (PU) and Delegated User (DU).

Primary User (PU)

Primary User is responsible for system management, including creating, deleting, amending,
holding and restoring Delegated Users, setting limit of rights for accounts and users, and
resetting passwords of Delegated Users, etc. Primary User also has the right to choose
authorisation modes.

When opening “CBS Online” account at branch, customer should assign Primary User(s)

and determine the functions which are available for Primary User(s) to access:

1. “All Primary Users can perform system management, monetary transactions and enquiry
functions.” or

2. “All Primary Users can only perform system management and enquiry functions, but are
not allowed to execute monetary transactions.” or

3. “All Primary Users can perform system management functions, but are not allowed to
execute monetary transactions and conduct enquiries.”

At the time of account opening, customer can also determine whether “the authorisation
of ANY ONE of the Primary Users” or “the JOINT authorisation of TWO Primary Users” is
required to add, change or delete Delegated Users, set limit of rights for each user and
account, change transaction limits and assign using of other functions at “CBS Online”.

If customer needs to change Primary User, the authorised signatory of “CBS Online” should
visit the designated branch in person.

Delegated User (DU)

Delegated User is a general user of “CBS Online” other than Primary User. Once a Primary
User has created a Delegated User, that Delegated User can access all functions and rights
assigned to them at “CBS Online”.

If a Delegated User is authorised to access “Internal Control Available” function, that
Delegated User will be able to perform system management functions including creating,
deleting, amending, holding and restoring other Delegated Users, setting limit of rights for
accounts and users and resetting passwords of other Delegated Users. All these actions
will only be executed after the Primary User has granted the authorisation.

6.1 Create Delegated User

Step 1:
Under the “User Settings” page of the “Management” section, Primary User can press

+ Create User B

MyShortcut = | CashManagement Trade Services CreditCard Insurance Investment MPF  Authorisation Centre  Downioad Cerire [T By Tools ]

Activity | Authorisation Made
Record Settings

Autharisation Matrix Beneficiary Account List List of Holder's o Other
Seftings Authorisation Settings Accounts Pagsword Settings

“You are here: Management » User Settings » User List -
& print () peip € usercuide @) addtouy Shortey
(* Optional inputy

User Search -
User Name ©
UseriD*
Status All v
[seoreh | choar |
UserlD Uger Name Status Group Action

AUTHA AUTHT Active A

AUTH2 AUTHZ Active A

AUTH3 AUTHI Active B N

These will only be shown to customer using “Standard Authorisation Mode”. It will
not be shown to customer using “Advanced Authorisation Mode”.
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“User Information” input page (page one) under “Standard Authorisation Mode”:

Vou arehere. Management > User Selings > User List

steps K> (2> [3]°[2] & it @) hep §3) Senvice Directony
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The “Authorisation Group” showed in this page represents the authorisation group of
all transactions for this user.

“User Information” input page (page one) under “Advanced Authorisation Mode”:

Youare here: Management > User Setings > User List
steps fl* (23 [@ & Pint @) e §,) Service Diecory

User A

User Name (Mstbe dentcalwiththe name on the ety documen)
Identcation Hong Kang D Card [7]

Password # @©12dg)
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password
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Traditonal Chinese
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Corporate Intemet Banking.

The “Authorisation Group” showed in this page represents the authorisation group of
this user who controls the list of beneficiary accounts. It does not represent the other
authorisation group of transactions conducted by this user.
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“User Settings” input page (page two) under “Standard Authorisation Mode”

You are here: Management > User Setings > User List

steps (1A 3] (3]

& et @ pen ¥} sentceDrectory

Refer to User Settings

SelectUser # Please Select +

Remarks : # The respective access rights will be specified under "Refer o User Setiings"

! rights automatically.

Functional Rights Settings

I~ Cash Management

Transaction History

I Insurance

[ "China Express® Accidental ) Gofter

Emergency Hedical Plan

Payments
[ Transter [ Express Transfer ) Etectronic Transfer (Express (] Electronic Transfer
Processing)
(7] Telegraphic Transer (£ Demana Drat B0C Remitance Plus stop Cheque
7] Request Cheque Book ] payron [ ginPayment Autopay-Out
[a] 6
Receivables
[ Autopayin [7] Deposite-Chequele-
Cashiers Order
Time Deposit
[ setup Time Deposit [ close ] [
Instruction
Maintenance
(] Beneficiary List
I~ Credit Card
[] Account Overview, ) Payment Credit Adjustment,

Commercial Card
Application, Commercial
Card Promotions

S —
Customer can
refer to the
existing “User
Settings”
and make

amendment
Ne———

—

Select
functions
available for
that user to
access

| ———

Account Rights Settings

Total Daily Authorisation Debit Limit of Halder's Account (HKD equivalernty |

(Alltransactions under the following accounts will be conducted according to the authorisation settings given under the "User Information'"

Account Number

I Apply settings to all accounts

HKD Savings Account
043-472-1-010328-0 ACCOUNT 1
HKD Current Account
043472 -0-045833-2 ACCOUNT 1
Time Deposit Account
043-8789453-0 ACCOUNT |
Bills Account
043-472-51-00493-9 ACCOUNT L

Account Name

Enter
Enguiny Transaction  “Uthorisation Limit of Holder's Account
(HKD equivalent)
o o o l:l
r r r
r r r

Daily Authorisation Debit

Assign rights and daily transaction
limits for different types of account
for that user




“User Settings” input page (page two) under “Advanced Authorisation Mode”

You are here: Management > User Settings > User List

steps (1A ) (2
Refer to User Settings

& et @ e I seniceOvecton

SelectUser# Please Select ~

Remarks :# The.

Functional Rights Settings

I~ Cash Management
Payments

Transter Express Transfer

Telegraphic Transter Demand Drat
Request Cheque Book Payoll

Issue &-Cheque Issue e-Cashiers Order
Receivables

Autopayin Deposit e-Chequele-

Cashiers Order

Time Deposit

Electronic Transfer (Express ) Electronic Transfer

Processing)

BOC Remitance Plus Stop Cheque

Bill Payment Autopay-Out

SetUp Time Deposit Close
Maintenance
BeneficiaryList
I~ CreditCard

Account Overview,
Transacion History

Payment

I Insurance

“China Express” Accidental
Emergency Medical Plan

Golfer Insurance

Instruction

CreditAgustment,
Commercial Card
Application, Commercial

Select
functions

available for
that user to
access

Cara Pr
Account Rights Settings

Universal

Assign Authorisation
Group, rights and daily
transaction limits to
conduct different kinds of
transactions under different
accounts for that user

Step 2:

Check  Auth Group

‘Account Number Account Name Enquiry Input
[[] Apply settings to all accounts | [
Payroll) / i 1
HKD Savings Account
043-472-1-008780-6 ACCOUNT 1 &) =)
043-472-1-020703-9 ACCOUNT 1 =]} =)
043-472-1-020706-8 ACCOUNT 1 1~ M

Total Daily Authorisation Debit Limit of Holder's Account (HKD equivalent) 3000.00

(Al ransactions under the following accounts will be conducted according to the authorisation settings given under the "User Information” )

Daily Authorisation Debit

Limit of Holder's Account
(HKD equivalent)

[ Please Select[v] |

A [1000.00

[ [1000.00

(1) Require authorisation from one Primary User

After entering the information and pressing

verification section at the bottom of the confirmation page.

Verification

Confirmed by USR98

Please press @ to generate a -digit security code on the screen

Please enteryour 6-gigit Securiy Code____|

Security
Code

e A

, Primary User will see the following

Enter the Security Code and then pressto go to the result page. The Delegated
User creation process will then be completed.

(2) Require authorisations from two Primary Users

After entering the information and pressing , Primary User will see the verification
section at the bottom of the confirmation page. Enter the Security Code and then press
to go to the result page. After the authorisation is confirmed by another Primary
User, the Delegated User creation process will be completed.
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Note:

To ensure that you are securely protected when using our Corporate Internet Banking, the
users who authorise or conduct online fund transfers (e.g. transfer, remittance, bill payment, etc)
must complete the identity verification procedures. If the delegated user is assigned the right
to authorise fund transfers transactions, corresponding points to note will be displayed at the
bottom of confirmation page and at the top of result page of user settings respectively. That user
must complete the identity verification procedures in order to authorise fund transfers. If identity
verification is not completed within two months, the user account will be frozen.

Verification
Contimed by USER4 Please press @) I generaie a &g SecutyC ode on your devke scrven
Please enteryour 6-igit Secunty Code | ]
PomS b Hole

S e DeCRRIe

you neusers ansirs (6.0, VoS, remitiance, BAl poynent, £K) must comple e Kensly
it o A< Wil 78 fow checking inloemalion of 1S user. 31 we will HOBY yGuto oW i w i fve workong e FO SRy, pIEas Cal cur Corporate Customes Sence Holi

User information
userio UFR 5
Username CWI D CHAN

n i maerial
respects 5o ir 25 he Cusiomer s aware. The Customer agrees © ensuse Mk, in reabon B ail perscnl data coteckd & e Bark requirea
s s poncies
personal daia 2s sel cutin e avatae by ihe Customer fom ime
and correcbon of mfomalon heki Bbodt fem by fe Bank o
[
Youare here: Managemen A<ty Record » Trnsacton Record -
& e @ nee §n) scoxe ooy
[ . you ng our Gorporae (e ¥anster, remiRance. DI paymen, ek) mUs' compIE: e Kently
has npl
Tansacton Type: Ccreseuser TanssionRemrence IO TamsacionOsieaTne 201601130937
varer users 15t Aumonser usens

6.2 Amend User Settings

Customer can access the “User Settings” page under the “Management” section to amend

the settings of existing users.

You are here: Management = User Settings = User List
(* Optional input)
User Search

My Shortcut v CashManagement Trade Sewnices CreditCard Insurance Investment MPF  Authorisation Centre  Download Centre "y Tools [ ]
Activity Authorisation Mode Authorisation Matrix Benefici “
Record Seftings Satings Author Apart from amendmg User

Settings”, customer can also
select other actions such as

User Name*
UseriD*
Status

Group

UserlD User Name
BuTH AUTH
AUTH? AUTH?
AUTH3 AUTH3
AUTH4 AUTHY
AUTHS AUTHS
USER1 USERT
USERZ USERZ
USER3 USER3
USER4 USER4
USERS USERS

Status
Active
Active
Active
Active
Active
Active
Active
Active
Active

Active

“Hold”, “Restore”, “Delete”,
“Reset Password” and
“Security Device Setting”.

v

Group Action

Customer can select a specific

“User ID” to enter the “Use
Settings” for amendment.

r
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After finishing user settings, customer

can press alGIHECTRETVSSElES and

proceed to authorisation matrix settings.






